—
A -
4l
i
W

JobMagpie

Service Agreement

Wallet Recovery

238a, Kingston Rd,
New Malden,

JobMagpie.net Surrey,
KT3 3RN,

United Kingdom.



Contents

O CT=Y o 1<t - | T T PP PUOURTOPPTOPPTO 1
2. DEfINITIONS . sttt b e b e h e s st e bt nnes 1
3.  Period and Duration of AGreEMENT .....ccccviii it e st e e e e e e e eabe e e e earree s eenreeas 2
N (T o Yo g Y1 1| T PP 2
CoNtractor: JOD IMAgPie ...uviiiiiiiiie et e st e e s st te e e s e bte e e e srteeeesrtaeeesanes 2
611 =1 o} A O PO UURUP PO UPPOTR 2
D P M e e e e e e e e e e e e e e e e e e e e e e e e e e e e aaaaaeaaaaanns 3
B, SBIVICE ittt e s ara s 3
1. General

This is a Service Agreement between Job Magpie Limited as the contractor and (CLIENT NAME OR
BUSINESS NAME) as the client agreed on ..-..-.. (DATE).

Job Magpie Limited specializes in the field of Cryptocurrencies and Digital Wallet Password
Recoveries and attaches great value to clients and will do everything within its power to ensure a
satisfactory result. The following Service Agreement (hereinafter know as: SA) is established to
ensure that the provision of service defined in this Agreement is performed according to the
specifications and conditions stated within this document and is governed by UK law.

2. Definitions

Cryptocurrency: a digital currency or decentralized system designed to work as a medium of
exchange that uses advanced cryptography for transaction security;

Digital Wallet: a software program where cryptocurrencies are stored, facilitating sending and
receiving of such currencies and giving ownership of the balance to the user;

Digital Wallet Encryption: algorithm used for encrypting the wallet.dat file used in digital wallets;

Wallet Decryption: process of transforming data that has been rendered unreadable through
encryption of the wallet.dat file back to its unencrypted form;

Wallet Password: a word or string of character set by the user to encrypt the wallet.dat file used in
digital wallets, sometimes kept secret or confidential, that must be supplied by the user of a digital
wallet in order to gain full access;

Recovery: an instance of identifying the wallet access;



Effort Obligation: to make an effort towards achieving a goal and not an obligation to achieve results
or a guarantee commitment;

Reward: something given or received in return or recompense for service;

3. Period and Duration of Agreement

This Service Level Agreement will commence on the date following the acceptance by all parties
involved and will continue until terminated. This SA will be terminated automatically and
immediately after achieving the goal set out in this document, more specifically recovery/decryption
of digital currencies and payment to Job Magpie after successful recovery.

This SA will also be terminated if the contractor has informed client that decryption and/or recovery
is not possible and thus the service is terminated.

Once commenced JobMagpie shall continue to attempt to recover the wallet for a period of 30 days,
after which it shall assess the likelihood of successful completion and shall advise the client
accordingly. The client may accept to continue or terminate the agreement at any time.

The Service Level Agreement shall remain in full force and effect unless either party serves in writing
the other with intent to terminate the Agreement.

If requested any data files / wallets that are not successfully recovered shall be returned to the
client.

4. Responsibilities

This paragraph explains responsibilities of both parties, Web Marketing BV as the contractor and the
client.

Contractor: Job Magpie

The responsibilities of Job Magpie Limited in support of this agreement are as follows:

- Interacting with the client in a respectful and courteous manner keeping them informed of
progress;

- Inform and advise client regarding the possible recovery, i.e. if recovery is likely to be
achievable or not

- To handle all personal and financial information provided by the client with the utmost
confidentiality and keep all data in a safe manner in accordance with the UK legislation and
the EU General Data Protection Regulations.

- Do everything within its power to recover cryptocurrencies owned by the client, thus
reaching client satisfaction;

- Provide its services based on an effort obligation;

- Uphold the basis of the contract including making the fee only if the wallet is recovered.

Client :

The responsibilities of the client in support of this agreement are as follows:



- Interacting with the client in a respectful and courteous manner;

- Provide all relevant information required to recover cryptocurrencies which are keptin a
digital wallet;

- Provide the contractor with best guess of the remembered digital wallet password and all
other password possibilities to increase the chance of decryption/recovery;

- Provide an accurate estimate as to the value of the wallet;

- Provide the wallet.dat file of the concerned cryptocurrency wallet;

- Pay the contractor as agreed after successful recovery/decryption of the digital wallet;

5. Payment

The client agrees to pay Job Magpie Limited 25% (twenty Five percent) of the value of
cryptocurrencies recovered in the specific digital wallet.

This SLA and the monetary reward are based on a ‘No recovery / No fee’ concept. This means that
no reward/payment will be issued if the contractor does not reach a satisfactory result, i.e. if
recovery of cryptocurrencies is not achieved.

Payment shall be made by deduction of the relevant amount of the currency prior to releasing the
wallet back to the owner.

The amount of the deduction shall be confirmed to the client in advance of the deduction.

6. Service

The Wallet Recovery Service offered is based on brute-force decryption of digital cryptocurrency
wallets. We utilise software to brute-force encrypted digital wallets. We generate thousands, if not
millions of password derivatives through the use of exhaustive key search based on information
provided by the client, these are then automatically checked for correctness. A brute force attack
consists of trying many combinations with the hope of eventually guessing the correct password.

The resources required for a brute-force attack will grow exponentially with increasing key size.

As the password’s length increases, the amount of time to find the right passphrase increases
(exponentially).

By accepting this Service Level Agreement, the client gives consent to the contractor to use brute-
force attacks in order the decrypt and recover cryptocurrencies which are kept in the digital wallet.
Furthermore, in the very unlikely event Job Magpie Limited will not be liable for any losses and/or
damages in connection with the use of the Service.

Client Signature Job Magpie Limited

Date Date




